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Description

Mikrotik VPN module \WHMCS
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The module, fully installed and correctly implemented in the system,
offers the following functionalities.

Module Functions:

® Auto create and deploy VPN account/accounts

® Suspend/Unsuspend/Terminate/Change Package/Change Password/Reset connection
® Use only Mikrotik API

® Possibility to set Bandwidth speed limits

® Possibility to set Bandwidth traffic limits

® Ability to buy additional traffic

® Traffic usage statistics

® Auto-Limiting the use of the service when the traffic limit is exhausted.
® Module supports multilingualism

® Link to instructions for setting up the service in the client area.

® User email notification traffic limit

® Suspend exceeding traffic limit email notification

® In the WHMCS settings, a list of IPs is specified for use by clients.

® Ability to use both private and public IPs for clients

Available options in the admin panel:

® Create users

® Suspend users

®* Terminate users

® Unsuspend users

® Change password

® Change Package

® VPN connection status
®* Reset Connection
Traffic added history


https://puqcloud.com/link.php?id=77
https://panel.puqcloud.com/index.php?rp=/store/whmcs-module-mikrotik-vpn
https://download.puqcloud.com/WHMCS/servers/PUQ_WHMCS-Mikrotik-VPN/
https://faq.puqcloud.com/

Available options in the client panel:

Change the VPN password
VPN connection status
Traffic balance

Traffic statistics

Traffic added history

WHMCS minimal version: 8 +

Mikrotik minimal version: 7 +

The settings of the whmcs module when it comes to upload and download speeds register
the opposite values in the mikrotik router (e.g. download speed in whmcs 1mb = upload
speed in mikrotirk 1mb). This is due to the fact that from the point of view of Mikrotik, the
traffic is incoming, and from the point of view of the VPN client, this is outgoing traffic.

Please be aware that to ensure proper functionality of VPN connections, it is essential for
you, as an administrator, to correctly configure the Mikrotik router. This entails configuring
NAT, Firewall, routing, and all the required settings for VPN to operate correctly on your
router.
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Connection setup
instructions

You can log in using your Username/Password

= Server address: vpn-test.pug.pl

- Username: 1-5270

& Password: 0000 sesssssesess @

VPN protocols

@ pptp: v
PPtP Custom html

B L2TP PSK: v

P L2TPIPSec PSKkey: | essssene @

L2TP Custom html

B Open VPN: v

# Open VPN profile: & Download

oVPN Custom html

B sstP: v
SStP Custom html

Rz Custom HTML Example


https://doc.puq.info/uploads/images/gallery/2025-01/image-1737693908338.png

B sstP: v
SStP Custom html

Qs Custom HTML Example

This is an example of custom HTML. You can use this block to add your
own styles, icons, buttons, and much more to enhance your site.

U OFFLINE
Service: X & Traffic balance 1GB
& Name: e & Bandwidth download 10 Mb/s
B Address: X X Bandwidth upload 10 Mb/s
&o Traffic billingcycle 1GB
© Uptime: > 4

BUY ADDITIONAL TRAFFIC

Traffic 100 GB ( $ 3.76 /One time )
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