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Collection frequency - How often to collect traffic usage statistics, parameter in
minutes.
History - How long to keep the history of traffic statistics. Parameter in months. 0 means
do not collect and store statistics
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System settings are located in the menu item Settings->System

Traffic statistics 

WireGuard online timeout
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WireGuard online timeout - How long after the last handshake to consider that the
host is offline

 



Due to the fact that different types of firewalls may be installed in the system, please pay
attention to the correct settings in the Settings>Firewall section, as described below.

The following Firewall configurations are required for the correct operation of the WireGuard server

Must be Enabled for VPN clients to access the internet.

Must be ACCEPT for VPN clients to access the internet.

ACCEPT - If you want to allow traffic exchange between VPN clients
DROP - If you want to prohibit the exchange of traffic between VPN clients (it is possible
to allow only on specific WireGuard interfaces)

In this configuration section it is possible to add/delete firewall rules in the filtr table
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This step is required for the solution to work properly.

Firewall configuration is available in the menu item 
Settings->Firewall

Forwarding (NAT)

INPUT/FORWARD/OUTPUT policy

Internal Traffic

FILTER Rules

Attention. Rules whose name starts with system_ are system rules and cannot be deleted.
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In the NAT Rules section, it is possible to view all the rules for which the system has automatically
created.

NAT Rules
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In the MANGLE Rules section, it is possible to view all the rules for which the system has
automatically created.

MANGLE Rules
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The DNS server is configured as a caching DNS server for VPN clients.
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This step is required for the solution to work properly.

Once DNS is properly installed, you need to enable it.

DNS configuration is available in the menu item Settings-
>DNS

Attention. The use of the DNS server is possible only by the clients of the system. The
system automatically configures the DNS server so that only those subnets that are
configured in the system have access.
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By default, the system limit is 50 users and the API is disabled.
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License configuration is available in the menu item Settings-
>License

In order to activate the license key, the key must be entered in the
"License Key" field and click on the "Save" button

In order to delete a license, you must click the "Delete" button
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